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Abstract

Classification in sentiment analysis often involves less relevant features for the modeling process. This

causes the accuracy obtained to be not optimal. Therefore, a feature selection method is needed to sort

out features that have high relevance to the dataset. This research aims to compare the accuracy

between three different methods. They are Naive Bayes Classification without using any feature

selection, using Information Gain, and using Chi-Square feature selection. The datasets used are

sentiments related to the lockdown as a policy for the Coronavirus pandemic from Twitter. Feature
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Abstract—Classification in sentiment analysis often involves 

less relevant features for the modeling process. This causes the 

accuracy obtained to be not optimal. Therefore, a feature 

selection method is needed to sort out features that have high 

relevance to the dataset. This research aims to compare the 

accuracy between three different methods. They are Naïve 

Bayes Classification without using any feature selection, using 

Information Gain, and using Chi-Square feature selection.  The 

datasets used are sentiments related to the lockdown as a policy 

for the Coronavirus pandemic from Twitter. Feature selection 

methods affected the accuracy by filtering features and sorting 

the most relevant features based on its algorithm. The results 

showed that the average accuracy of Naïve Bayes without 

feature selection, using Information Gain, using Chi-Square 

based on both Indonesian and English datasets were 63.2%, 

64.2%, and 65%, respectively. 

Keywords— sentiment analysis, naïve bayes classification, 

feature selection, information gain, chi-square 

I. INTRODUCTION 

Coronavirus disease (COVID-19) that began in December 
2019 has become a global pandemic. By the middle of 2021, 
a surge of the third wave of COVID-19 was happening. There 
were 178,868,783 confirmed cases including 3,880,649 
deaths per June 23rd 2021 [1]. In Indonesia, there were 15,308 
new cases and 303 new deaths on June 23rd 2021.  

As the impact of increased number of cases, the 
government has imposed an emergency restriction toward 
community activities policy to suppress the spread of virus. 
The terms of policy in limiting community activities vary, 
depending on each country and region. Some advocate social 
distancing, and some partially or totally limit community 
activities, which became known as the term lockdown. In 
Indonesia, terms of the restrictions are well known as Large-
Scale Social Restrictions (LSSR/PSBB), Enforcement of 
Restrictions on Community Activities (ERCA/PPKM), and 
lockdown itself. 

The policies reaped the pros and cons in various circles of 
society around the world. Public sentiments of pros and cons 
are expressed in various kinds of social media, especially 
Twitter as a popular text-based social media. Therefore, the 
diversity of opinions regarding the coronavirus lockdown can 
be used as a case study for this sentiment analysis research. 

Sentiment analysis is a process of finding user opinions on 
certain topics or texts under consideration or commonly 
known as opinion mining. Sentiment analysis is carried out to 
classify whether an opinion is included in a negative or 
positive opinion [2]. In machine learning, the sentiment 

analysis process can be carried out with various classification 
methods. 

In general, the classification uses all the features contained 
in the data to build a model, even though not all of these 
features are relevant to the classification results, thus feature 
selection needs to be added [3]. This is because of the amount 
of all features from a large dataset could degrades the 
classification accuracy of the built model [4]. In addition, 
adding feature selection to the classification process can affect 
the accuracy. Classification methods with feature selection 
will generally produce better accuracy [5] [6]. But it is also 
difficult to simultaneously reduce the number of features and 
maintain classification accuracy [7].  

Based on the problems above, this study is conducted to 
examine how feature selection affects accuracy by comparing 
Naïve Bayes Classification without feature selection, using 
Information Gain and using Chi-Square feature selection. This 
aims to find out the best feature selection in making a 
sentiment classification related to the coronavirus lockdown. 
The best model that has been obtained is used to analyze 
sentiment towards the lockdown policy that occurred in 
Indonesia. 

This paper divides into five sections. First section is 
introduction, second is literature review, third is research 
methodology, forth is results and discussion and fifth is 
conclusion. 

II. LITERATURE REVIEW 

This research is conducted based on several previous 

studies with related methods. Pratama, et al. (2018) examined 

the comparison of accuracy between Naïve Bayes with Chi-

Square feature selection and Naïve Bayes without feature 

selection. In their research, the accuracy of Naïve Bayes with 

Chi-Square was higher than Naïve Bayes without feature 

selection [8]. 

Other than that, Sari (2016) examined sentiment analysis 

classification using Naïve Bayes without feature selection 

and Naïve Bayes with Information Gain. Her research 

showed that the implementation of feature selection 

techniques could increase the level of accuracy. It was 

because features that were not relevant to the classification 

target were reduced. The Information Gain feature selection 

technique completed by selecting ten features on the top 

ranking showed the best results in her study [9]. 
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I. Introduction
Phishing is known as one of the oldest forms of cyberattacks,
which started way back in the 1990s, and it remains to be one of
the most common and malicious attacks. Throughout the years,
phishing messages, tactics, and techniques have evolved.
Phishing techniques include email phishing scams, spear-
phishing, and whaling. Phishing targets the victims by posing as
a trustworthy source. Typically, the attacker poses as an actual,
believable real person, or legitimate agency to trick individuals
into supplying sensitive data which includes bank data, credit,
and debit card numbers, passwords as well as private credentials
[1]. The data is then used to obtain access to sensitive accounts
such as online accounts which potentially result in financial loss
or even identity fraud. Phishing can also infect the victim devices
with mal ware.
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Abstract:
A Wireless Medical Sensor Network (WMSN) connects autonomous nodes
such as (sensors and actuators) existing on the body, or under a person's skin.
The network usually extends over the entire human body and nodes are
connected via a wireless communication channel. WMSN sense human
physiological signs and monitor a patient's health status. The framework and
preliminary experiment on developing an anomaly detection model for
ubiquitous patient and healthcare monitoring in medical wireless sensor
networks (MWSN s)were presented in this study. The architecture is a
combination of an improved data mining method and machine learning
algorithms using modern fusion methods. Being that MWSNs are highly
susceptible to failures due to certain limitations, such as low energy resources,
poor reliability, low computational resources, and considerable susceptibility to
post-deployment security attacks, the proposed model is an anomaly detection
method for MWSNs for the detection of anomalies in an adaptive manner with
high accuracy while maintaining resource constraints using two phases. First,
an anomaly-based detection model was created using Principal Component
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I. Introduction
With the continued increase in the average human lifespan, the
number of old people has continued to increase, causing
increases in healthcare-related costs and low patient-to-doctor
ratio due to the ever-increasing demand for medical care [1].
Caregivers and healthcare providers have devised the remote
monitoring method to cater to the increasing number of old
persons and this has raised the interest in the use of WSNs in
the healthcare sector [2]. Scientists and researchers have
developed MWSN s as a network of wireless sensors consisting
of several miniaturized sensors that can execute wireless
transmission of data from their zones of deployment (connected
or implanted) [3] [4]. Hence, physicians rely on these devices to
remotely monitor the vital signs of their patients even when they
are far from the hospital; the sensed data is communicated to the
related professional via a Control Processing Unit (CPU), such
as smartphone, laptop, or tablet that has more processing power,
larger batteries, and a wider range of transmission than the
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Abstract:
The use of digital images is exponentially increased due to the availability of
various image capturing devices and the provision of transmitting them with
less expense. Digital images are used for various purposes such as personal,
entertainment, medical diagnosis, fashion design, forensic analysis, etc. The
retrieval of relevant images from a huge volume of images is a tremendous
task. Content-based image retrieval (CBIR) is a solution to retrieve relevant
images from a pool of images by considering a query image. In a CBIR
scheme, the user will give a query image and the system supposes to return a
set of the image which are very similar to the query image. The CBIR schemes
use classification models and the visual features of the images while ranking
and retrieving the images from the image pool. This manuscript discusses the
overview of a CBIR scheme, its application domains, the existing approaches in
this domain and various datasets available for the research in this domain. The
manuscript has also listed a set of challenges in this domain so that future
works can be focused on this area.
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I. Introduction
Information retrieval is always got much research attention due to
the exponential growth of data in all domains. While considering
the retrieval of images, there are two approaches are mainly
available: metadata-based and content-based image retrieval.
The images which are uploaded in cloud storage or social
network or the internet might have a meta-data associated with
that. The metadata-based search of images focused to compare
the given keyword with the meta-data information to retrieve the
relevant images. One of the major issues in this approach is that
the accuracy of the image retrieval is dependent on the
correctness of metadata. Of course, the metadata can be
identified manually or automatically.
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